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Section 1: Security Configuration Through website 

1. Logging into zoom Website: https://zoom.us/ by entering your 

account credentials  

 

 

2. After login, page looks like this. Three important and useful links 

are shown in red boxes, profile, setting and personal meeting ID 

 

 

 

3. Click profile-> edit button in front of personal meeting ID shown 

in above diagram and un-check the box shown below and click 

save changes. 
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4. Click the setting on home page and keep on scrolling down the 

window and make necessary configuration as shown in figures 

below. Only important ones are marked in red boxes and others 

could be anything 
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Section 2: Security Configuration Through App 

     

1. Zoom meeting App when launched look like this: 

 

 

2. Update your App: First and fore most important thing is to 

update your Zoom App: 

 click menu -> navigate to check for update -> click 
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6. Scheduling  a meeting with randomly generated ID and 

password 

 Click schedule as shown below 

 

 The window as shown below will open up 
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 After clicking advanced Options shown in above window 

following expansion will open and do setting as shown below. 

 

 

6. Lock the meeting session, once all attendees have joined 

 Once meeting is in progress, control bar looks like this 

 

 Click Security and click on Lock Meeting, if all your 

participants have joined. you can enable waiting room from 

here also. you can also disable share screen by users from 

here 
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Miscellaneous tips: 

 Don't use your personal meeting Id (PMI) to host event, 

instead use randomly generated meeting IDs for each 

event. 

 Don't share your link on public platform, instead share 

randomly generated meeting id and password for every new 

meeting session/schedule. It makes it much secure and 

difficult to leak. 

  If you are admin, remember to end meeting, dont just leave 

meeting.   

 

 

 Sign out of your account when not in use 
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